**Klauzula informacyjna w zakresie monitoringu wizyjnego**

Zgodnie z art. 13 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679   
z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L119/1) dalej: RODO informujemy, że:

**Administrator danych osobowych:**

1. Administratorem Państwa danych osobowych jest Komendant Straży Miejskiej w Biłgoraju,   
   ul. Zamojska 20, 23-400 Biłgoraj

**Inspektor ochrony danych:**

1. We wszelkich sprawach związanych z przetwarzaniem danych osobowych można kontaktować   
   się z inspektorem ochrony danych poprzez e-mail: iod@bilgoraj.pl lub pisemnie na adres siedziby Administratora.

**Cele i podstawy przetwarzania danych osobowych:**

1. Zapisy z monitoringu stanowiące dane osobowe będą przetwarzane w celu przeciwdziałania przypadkom naruszenia spokoju i porządku w miejscach publicznych, utrwalania dowodów popełnienia przestępstwa lub wykroczenia oraz ochrony obiektów komunalnych i urządzeń użyteczności publicznej na podstawie ustawy z dnia 29 sierpnia 1997 roku o strażach gminnych, ustawy z dnia 14 grudnia 2018 r. o ochronie danych osobowych przetwarzanych   
   w związku z zapobieganiem i zwalczaniem przestępczości, ustawy z dnia 8 marca 1990 roku o samorządzie gminnym stosownie do art. 6 ust. 1 lit. e RODO.

**Odbiorcy danych osobowych:**

1. Pani/Pana dane będą udostępniane podmiotom upoważnionym na podstawie przepisu prawa lub takim, z którymi Administrator zawarł umowę o świadczenie pomocy technicznej.

**Okres przechowywania danych:**

1. Dane z monitoringu będą przetwarzane wyłącznie dla celów dla jakich zostały zebrane   
   i przechowywane przez okres nie dłuższy niż 3 miesiące od dnia nagrania, chyba że znajdą zastosowanie przepisy szczególne określające inny termin przechowywania.

**Prawa osób, których dane dotyczą:**

1. Osoba zarejestrowana przez system monitoringu wizyjnego ma prawo do dostępu do danych osobowych oraz ograniczenia ich przetwarzania, jeśli wykaże faktyczny powód takiego ograniczenia. Pozytywne rozpatrzenie sprzeciwu wobec przetwarzania danych w ramach monitoringu wizyjnego musi być zgodne z przepisami prawa, na podstawie których odbywa   
   się przetwarzanie.

**Prawo wniesienia skargi do organu nadzorczego:**

1. Osobie zarejestrowanej przez system monitoringu wizyjnego, w przypadku uznania, że dane osobowe w ramach tego systemu nie są przetwarzane w sposób prawidłowy przysługuje prawo wniesienia skargi do organu nadzorczego – Prezesa Urzędu Ochrony Danych Osobowych

**Obowiązek podania danych:**

1. Przebywanie w obszarze objętym monitoringiem oznacza jednocześnie podanie swoich danych osobowych. Konsekwencją niepodania danych osobowych może być brak możliwości przebywania w obszarze objętym monitoringiem.

**Informacja o zautomatyzowanym podejmowaniu decyzji, profilowaniu i przekazywaniu danych do państw trzecich:**

1. Dane osobowe nie będą przetwarzane w sposób zautomatyzowany w celu podjęcia jakiejkolwiek decyzji i nie będą profilowane.
2. Administrator nie zamierza przekazywać danych do państw trzecich, organizacji międzynarodowych.